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Dear Prof Monisha,

I would kindly like to invite you to review the manuscript "Agricultural Intrusion Detection (AID) based on the Internet of
Things and Deep learning with the enhanced lightweight M2M protocol” that has been submitted for publication to Soft
Computing.

This is the abstract:

Internet of Things (loT) networking technology with Image processing is used in monitoring applications that have
advanced sensor development to new levels. Various conflicts between people and animals become a significant issue in
the agricultural sector, putting both crops and human life in jeopardy as well as causing significant resource loss. In this
paper, we have used wireless sensors with an animal intrusion warning system to tackle this issue, which then
automatically alerts both the landowner and the forest service. Depending on the sort of intrusion, this can serve as an
early warning message for action. The sensor will find the animal movement or the assailants, and the camera will take a
picture. A microcontroller will classify the picture using image processing techniques, and a GSM module transfer an SMS
alert to the forest department or the landowner. Around the farm, it has installed motion sensors in several places.
Continuous movement is detected by these

sensors, which use GSM to connect with the owner. In addition, distinguishing between authorized and unauthorized
human, and animal incursions with the use of deep learning, the camera image sensor module is used and examined. A
method of keeping animals away is employed in agricultural areas to stop wild animals from damaging crops.
Investigation and the avoidance of security breaches will heavily rely on intrusion detection systems. The loT technology
advances in the application layer are presented in an easy-to-understand overview in this article, together with the
lightweight communication protocol lightweight M2M (LWM2M). The assessment then examines recent lightweight
communication protocols, reviewing their Response time, Packet Delivery Ratio, Energy consumption, latency, bandwidth
requirements, throughout, and security. We also discussed an experimental comparison between Message Queuing
Telemetry (MQTT) and LWM2M.

To view the article, please click on this link:
https://www.editorialmanager.com/soco/l.asp?i=1114978&I=7IML52W0

If you are willing to review this manuscript, please click on the link below:
https://www.editorialmanager.com/soco/l.asp?i=1114979&I=WFYYGY2K *

If you are NOT able to review this manuscript, please click on the link below. We would appreciate receiving suggestions
for alternative reviewers:

https://www.editorialmanager.com/soco/l.asp?i=1114980&I=NLLOFK2F *

If the above links do not work, please go to the journal's website.

Your username is: Dr.M.Monisha

If you forgot your password, you can click the 'Send Login Details' link on the EM Login page at
https://www.editorialmanager.com/soco/

The manuscript reference is SOC0-D-22-03922.

If possible, | would appreciate receiving your review in 42 days.

You may submit your comments online at the above URL.
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There you will find spaces for confidential comments to the editor, comments for the author and a report form to be
completed.

For any information you may need, please do not hesitate to contact me.
With kind regards

Muthuraj Kumar
Lead Guest Editor
Soft Computing

Please note: As a reviewer you are encouraged to check the manuscript's Data Availability statement, where applicable, to
determine if a reasonable effort has been made to make data and code available for replication or reuse. Peer reviewers
are entitled to request access to underlying data (and code) when needed to perform their evaluation of a manuscript.

This letter contains confidential information, is for your own use, and should not be forwarded to third parties.

Recipients of this email are registered users within the Editorial Manager database for this journal. We will keep your
information on file to use in the process of submitting, evaluating and publishing a manuscript. For more information on
how we use your personal details please see our privacy policy at https://www.springernature.com/production-privacy-
policy. If you no longer wish to receive messages from this journal or you have questions regarding database
management, please contact the Publication Office at the link below.
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